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# Definicje:

Terminy, skróty lub zwroty użyte w dokumentach, pisane wielką lub małą literą, posiadają następujące znaczenie:

****A****

Arit - Techniczna Architektura Referencyjna (ARIT)

Techniczna architektura referencyjna systemów informatycznych resortu finansów budowana z wykorzystaniem dedykowanych dla nich zestandaryzowanych elementów, nazywanych blokami architektonicznymi.

Techniczna architektura referencyjna obejmuje:

1. Wymagania ogólne dla budowanych Systemów utrzymywanych w Infrastrukturze CIRF.
2. Szablon Projekt Techniczny Systemu.

Awaria

Błąd powodujący całkowite unieruchomienie Systemu lub jednego z jego Komponentów lub brak dostępu do co najmniej jednego z jego Komponentów.  Błąd ten powoduje brak możliwości pobierania lub przekazywania danych lub uniemożliwia pracę użytkowników. Przejawem wystąpienia Awarii może być w szczególności zawieszanie się aplikacji, samoczynne zamykanie się aplikacji niezgodne z Dokumentacją, brak możliwości obsługi procesów biznesowych, wadliwy zapis danych, brak możliwości korzystania z danych zapisanych w bazach danych, niewłaściwy odczyt danych.

Jako Awaria traktowane jest również obniżenie parametru wydajnościowego Systemu o więcej niż 50% w stosunku do poziomu określonego przez Zamawiającego w wymaganiach wydajnościowych, o których mowa w Załączniku nr 1 do OPZ pkt. 11.

****B****

Baza wiedzy

Jeden z modułów CSD, który wykorzystywany jest przez I, II i III linię wsparcia do realizacji Usługi Utrzymania. Zawiera zaakceptowane rozwiązania oraz obejścia powtarzających się Błędów.

Błąd

Stan Systemu mogący skutkować lub skutkujący ograniczeniem bądź brakiem realizacji dowolnej funkcji Systemu.

Kategorie błędu usuwane w ramach Usługi Utrzymania:

1. Awaria,
2. Błąd Blokujący,
3. Błąd Poważny,
4. Błąd Średni,
5. Błąd Drobny.

Za Błąd nie uznaje się sytuacji, w której nie działają funkcjonalności Systemu wskutek zmian w otoczeniu Systemu, jak zmiany infrastruktury, technologii lub przepisów prawa.

Błąd Blokujący

Błąd uniemożliwiający wykonanie co najmniej jednej funkcji Systemu. Błąd Blokujący powoduje powstawanie wyników o cechach niezgodnych z opisanymi w instrukcji użytkownika i specyfikacji funkcjonalnej.

Z zastrzeżeniem przypadku opisanego w definicji Awarii, jako Błąd Blokujący będzie także traktowany każdy inny problem z wydajnością Systemu. Przez problem wydajnościowy Systemu rozumie się stwierdzone przez okres dłuższy niż 2 h, odstępstwo od parametrów minimalnych albo maksymalnych związanych z wydajnością Systemu, o których mowa w Załączniku nr 1 do OPZ pkt. 11.

Błąd Poważny

Błąd powodujący brak co najmniej jednej funkcjonalności Systemu lub obniżający użyteczność Platformy Programowej, wymuszający na użytkownikach lub administratorach zastosowanie obejścia, utrudnia wykonywanie operacji w Systemie.

Błąd Średni

Błąd, który utrudnia wykonanie pojedynczych operacji w Systemie bądź powoduje konieczność wykonania dodatkowych czynności w celu skorzystania z funkcjonalności Systemu, w tym problem nieprawidłowego wyświetlania danych.

Błąd Drobny

Błąd, który nie utrudnia wykonywania pojedynczych operacji, ale wpływa negatywnie na komfort pracy użytkownika. Może być związany m.in. z interfejsem użytkownika, kolejnością wykonania operacji, rozmiarem, kolorem ekranu i czcionki, a także obejmuje inne Błędy niepowodujące powstawania wyników o cechach niezgodnych z opisanymi w instrukcji użytkownika.

Błąd regresji

Błąd dotyczący funkcjonalności działającej poprawnie we wcześniejszych wersjach Platformy Programowej.

****D****

Dokumentacja Systemu

Dokumentacja istniejąca dla Systemu oraz wytworzona lub aktualizowana przez Wykonawcę dla Systemu w ramach realizacji Umowy, zawierająca w szczególności podręcznik użytkownika, podręcznik administratora i dokumentację techniczną.

Dzień roboczy

Dzień kalendarzowy od poniedziałku do piątku, od godziny 8.00 do 16.00, z wyłączeniem dni ustawowo wolnych od pracy w Polsce.

Dane testowe

Zbiór danych przygotowanych przed wykonaniem Testów, dostosowanych do zaprojektowanych Scenariuszy testowych i umożliwiający efektywne przeprowadzenie Testów.

Wykonawca ładuje dane testowe do systemu i wspiera Zamawiającego w ich przygotowaniu, chyba, że Zamawiający określi inaczej.

G

Grupa testów

Podzbiór Testów różnego Typu, utworzony ze względu na cel ich realizacji.

Wyróżnia się następujące Grupy testów:

1. Testy jednostkowe;
2. Testy akceptacyjne;
3. Testy dymne;
4. Testy poinstalacyjne;
5. Testy regresywne;
6. Retesty;
7. Testy otwarte.

Infrastruktura techniczna

Infrastruktura techniczna Systemu składa się z Platformy Programowej oraz z Platformy Sprzętowo-Programowej.

K

KAS

Krajowa Administracja Skarbowa.

Komponent Platformy Sprzętowo-Programowej

Element składowy (komponent) Platformy Sprzętowo-Programowej.

Kod wynikowy Systemu

Kod otrzymany w wyniku Kompilacji Kodu źródłowego Systemu lub otrzymywany przy uruchomieniu Systemu.

Kompilacja

Translacja Kodu źródłowego Systemu na Kod wynikowy Systemu.

Kryterium poprawności testu

Rezultat, którego należy spodziewać się po poprawnym wykonaniu kroku Scenariusza testowego.

M

Mechanizmy HA

Technologie realizujące funkcjonalności niezawodnościowe elementów Infrastruktury Technicznej lub Systemu.

Moduł

Część Systemu, wyodrębniona logicznie np.: ze względu na realizację określonych funkcji biznesowych. Logiczna część Systemu, która może działać niezależnie od innych części Systemu.

N

Nowa wersja Systemu

Wersja Systemu powstała w wyniku wprowadzenia nowych lub zmodernizowanych funkcjonalności lub usunięcia Błędu w ramach realizacji Umowy, w tym gwarancji, stanowiąca utwór w rozumieniu ustawy z dnia 4 lutego 1994 r. o prawie autorskim i prawach pokrewnych (t.j. Dz. U. z 2022r. poz. 2509).

Narzędzia testowe

Dowolne narzędzia programowe albo sprzętowe, umożliwiające lub wspierające wykonywanie Testów.

Narzędzie do obsługi Zgłoszeń z testów

Narzędzie, w którym zgłaszane są Błędy wykryte w czasie testów. Dodatkowo mogą być obsługiwane uwagi do testów, propozycje zmian lub inne artefakty.

O

Okres rozliczeniowy

Okres służący do rozliczania Usług, wynoszący 3 kolejne miesiące świadczenia Usług. Dla Usług Rozwoju Systemu liczony od dnia zawarcia Umowy, dla Usługi Utrzymania Systemu liczony od dnia Przejęcia Systemu.

Oprogramowanie COTS

Oprogramowanie typu Commercial of the Shelf Software – powszechnie dostępne oprogramowanie standardowe wytwarzane seryjnie, dostarczane w formie gotowego zamkniętego produktu, inne niż Oprogramowanie dedykowane albo FOSS.

Oprogramowanie dedykowane

Oprogramowanie wytworzone przez Wykonawcę na potrzeby Zamawiającego w wyniku realizacji Umowy, inne niż Oprogramowanie gotowe.

Oprogramowanie gotowe

Oprogramowanie typu COTS oraz Oprogramowanie FOSS, inne niż Oprogramowanie dedykowane.

Oprogramowanie FOSS

Wolne i otwarte oprogramowanie (Free and Open-Source Software) – powszechnie dostępne oprogramowanie standardowe udostępniane wraz z kodem źródłowym, którego licencja umożliwia użycie w systemach komercyjnych, bez ponoszenia opłat licencyjnych.

Oprogramowanie FLOSS

Free/Libre and Open Source Software

Osobodzień

Czas pracy wykonywany przez 1 osobę przez 8 godzin zegarowych.

Okres przejściowy

Okres od dnia zawarcia Umowy do Przejęcia Systemu. W okresie tym Wykonawca zapoznaje się z Systemem  poprzez dostęp do Systemu i jego Dokumentacji, pozwalający m.in. na weryfikację infrastruktury,  weryfikację i kompilację kodu, pozyskanie informacji od Zamawiającego niezbędnych do realizacji Usług Utrzymania Systemu. W okresie tym Wykonawca nie jest uprawniony do dokonywania jakichkolwiek zmian w Systemie oraz nie przysługuje mu wynagrodzenie z tytułu świadczenia Usług Utrzymania Systemu.

P

Platforma Programowa

Platforma zastana przez Wykonawcę w momencie przystąpienia do realizacji Umowy, a także dostarczana przez Wykonawcę w ramach realizacji tejże Umowy, stanowiąca wspólnie z udostępnioną przez Zamawiającego Platformą Sprzętowo-Programową dedykowaną dla Systemu, objętego Umową, Infrastrukturę techniczną, niezbędną do zbudowania, uruchomienia, przetestowania, wdrożenia i gwarantowania prawidłowego funkcjonowania wszystkich środowisk Systemu objętego Umową, w skład której wchodzą następujące elementy dostarczone wraz z licencjami przez Wykonawcę:

1. Oprogramowanie gotowe serwerów aplikacyjnych oraz Oprogramowanie gotowe baz danych określone w definicjach bloków architektonicznych wyspecyfikowane w dokumencie PTS wchodzących w zakres Umowy,
2. Inne oprogramowanie (niezdefiniowane w blokach architektonicznych), wyspecyfikowane przez Wykonawcę w dokumencie PTS wchodzące w zakres Umowy, niezbędne do zbudowania, uruchomienia, przetestowania, wdrożenia i gwarantowania prawidłowego funkcjonowania wszystkich środowisk Systemu objętych Umową.

Platforma Sprzętowo-Programowa

Platforma Sprzętowo-Programowa udostępniona Wykonawcy przez Zamawiającego tj. platforma posiadana przez Zamawiającego na dzień zawarcia Umowy oraz rozbudowana

na podstawie Projektu Technicznego Systemu (PTS) oraz Technicznej architektury referencyjnej (ARIT). Platforma Sprzętowo-Programowa składa się z:

1. Platformy serwerowej z systemami operacyjnymi.
2. Systemów Infrastrukturalnych.

PTS

PTS - Projekt Techniczny Systemu – przygotowany przez Wykonawcę Projekt obejmujący wszystkie elementy Infrastruktury Technicznej Systemu.

Przejęcie Systemu

Dzień, w którym Wykonawca rozpoczyna świadczenie Usługi Utrzymania Systemu, po zakończeniu Okresu przejściowego, nie wcześniej niż od dnia 24 lutego 2025 r. , potwierdzony podpisaniem przez Strony protokołu Przejęcia Systemu sporządzonego przez Zamawiającego.

Poziom testów

Klasyfikacja testów ze względu na fazę cyklu życia Systemu.

Wyróżnia się:

1. Testy wymagań;
2. Testy modułowe;
3. Testy integracyjne modułów;
4. Testy systemowe;
5. Testy integracyjne systemów;
6. Testy usług;
7. Testy utrzymania i rozwoju;
8. Testy wycofania.

Procedura testowa

Ustalona kolejność wykonywania Przypadków testowych uwzględniająca zależności pomiędzy nimi.

Proces testowania

Jeden z procesów zapewnienia jakości, opisujący zbiór działań niezbędnych do zminimalizowania ryzyka niespełnienia przez Nową wersję Systemu oczekiwanych wymagań. Proces testowania obejmuje:

1. Zainicjowanie testów i ich planowanie;
2. Analizę podstaw testowych;
3. Projektowanie testów;
4. Implementację testów;
5. Wykonanie testów;
6. Zamykanie testów.

Przerwanie Testów

Zatrzymanie wykonywania Testów zazwyczaj z powodu braku dostępu do infrastruktury technicznej, braku dostępu do testowanej Nowej wersji Systemu, odnotowania Awarii, Błędów Blokujących lub Poważnych testowanego środowiska.

Przypadek testowy

Implementacja Scenariusza testowego uzupełnionego o Dane testowe oraz Platformę testową.

R

Resort Finansów (RF)

Ministerstwo Finansów oraz wszystkie jednostki podległe i nadzorowane przez to Ministerstwo.

Retesty

Testy wykonywane ponownie, w ramach Procesu testowania, po wprowadzeniu w Nowej wersji Systemu zmian usuwających błędy, w celu sprawdzenia, czy błędy zostały usunięte.

Rozwiązanie Zastępcze

Tymczasowe zminimalizowanie uciążliwości Błędu Systemu i umożliwienie realizacji funkcjonalności w niestandardowy sposób, bez usuwania przyczyny wystąpienia Błędu. Rozwiązanie zastępcze nie stanowi usunięcia Błędu, jednak pozwala tymczasowo korzystać z funkcjonalności Systemu (do momentu usunięcia przyczyny Błędu).

Raport z testów

Sumaryczny dokument przedstawiający wyniki działań testowych zdefiniowanych w Planie testów. Zawiera także porównanie wyników Testów z kryteriami akceptacji testów.

S

SISC - System Informacyjny Skarbowo-Celny.

SISC to środowisko mające charakter komponentowy, wchodzące w skład systemu informacyjnego resortu finansów, udostępniające klientom KAS e-usługi publiczne poprzez PUESC oraz zapewniające funkcjonalności do obsługi procesów wewnętrznych w KAS związanych z udostępnianymi usługami publicznymi.

System

System Hurtowni Danych ARI@DNA2 (SHD ARI@DNA2) . Jeśli System zbudowany jest z Modułów, przez pojęcie System rozumiemy cały System, jak i jego poszczególne Moduły oraz wszystkie interfejsy integracyjne. System obejmuje również dane przez niego przetwarzane, dokumentację z nim związaną oraz wszelkie powiązane instrukcje, procedury.

System CSD

Centralny Service Desk - System teleinformatyczny udostępniony przez Zamawiającego, służący do zgłaszania nieprawidłowego działania Systemu, działający zgodnie z ITIL v.4, wykorzystywany do realizacji Umowy, dostępny 24/7/365, obsługujący procesy biznesowe: help desk, zarządzanie incydentem, zarządzanie problemem, zarządzanie usługami/wnioskami, zarządzanie Bazą Wiedzy.

PDR PL/UE

System danych referencyjnych w SISC.

Środowisko produkcyjne Zamawiającego

Platforma Programowa oraz Platforma Sprzętowo-Programowa stanowiąca kompletny System przeznaczony dla użytkowników końcowych i wspomagania obsługi rzeczywistych procesów biznesowych.

Środowisko testowe Zamawiającego

Środowisko Zamawiającego utworzone w celu testowania Systemu. Odzwierciedla Środowisko produkcyjne i służy do przeprowadzania Testów na różnych poziomach (modułowych, systemowych, integracyjnych, usług) .

Środowisko szkoleniowe Zamawiającego

Środowisko Zamawiającego utworzone w celu szkolenia użytkowników Systemu. Odzwierciedla Środowisko produkcyjne i służy do przeprowadzania szkoleń, podlega usłudze utrzymania i konserwacji na zasadach jak Środowisko testowe Zamawiającego.

Scenariusz testowy

Chronologiczny opis czynności jakie należy wykonać, aby zrealizować proces w Systemie/Komponencie/Module wraz z określeniem kryterium poprawności testu ich wykonania. Może opisywać pojedyncze funkcje lub kompleksowe procesy Systemu. Scenariusz testowy może obejmować konkretne dane testowe lub być powiązany ze zbiorem danych testowych niezbędnych do wykonania scenariusza.

T

Technika testowania

Technika używana w czasie prowadzenia Testów. Wyróżnia się m.in.:

1. Techniki statyczne
   1. Przegląd Podstaw testowych;
   2. Analiza statyczna procesu;
2. Techniki dynamiczne
   1. Testy czarnoskrzynkowe oparte na analizie specyfikacji wymagań. Podczas analizy wyników testów nie jest badany wewnętrzny sposób realizacji funkcji systemu. Dane wejściowe i oczekiwane wyniki przygotowywane są na podstawie specyfikacji. Podczas testów system jest traktowany jak czarna skrzynka, na wejściu której podajemy przygotowane dane wejściowe i sprawdzamy, czy otrzymane wyniki zgadzają się z oczekiwanymi;
   2. Testy białoskrzynkowe oparte na analizie wewnętrznej struktury Modułu lub Systemu. Podczas analizy wyników testów badany jest wewnętrzny sposób realizacji funkcji systemu. Dane wejściowe i oczekiwane wyniki przygotowywane są na podstawie kodu źródłowego. Podczas testów system jest traktowany jako biała/przezroczysta skrzynka, której działanie możemy monitorować w trakcie wykonywania testu. Skupiamy się na przepływie danych, sterowania, zmianie stanów;
3. Testy oparte na doświadczeniu.

Test

Wykonanie Przypadku testowego, Procedury testowej lub Scenariusza testowego.

Testalia

Wszystkie dokumenty, narzędzia, artefakty wytworzone i używane podczas Procesu testowania i niezbędne do jego przeprowadzenia, takie jak: Plan testowania, Scenariusze

testowe, Dane testowe, Przypadki testowe, Raport z testów, inna dokumentacja, skrypty, oczekiwane rezultaty, pliki, bazy danych, Środowiska, Narzędzia testowe.

Testowalność

Właściwość Nowej wersji Systemu umożliwiająca testowanie. Właściwość ta polega w szczególności na możliwości wyodrębnienia funkcji/cech/atrybutów jakości/elementów struktury Nowej wersji Systemu oraz kryteriów pozwalających na potwierdzenie, że Nowa wersja Systemu realizuje daną funkcję, posiada określoną cechę/atrybut. Przez testowalność rozumie się m.in. gotowość Nowej wersji Systemu do prowadzenia powtarzalnych testów automatycznych (np.: nadane jednoznaczne i niezmienne identyfikatory obiektów, poprawny Kod wynikowy Systemu zgodny z obowiązującymi standardami, zdefiniowane i udokumentowane interfejsy I/O, stabilność działania umożliwiająca efektywne prowadzenie testów).

Testy bezpieczeństwa

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań w obszarze bezpieczeństwa Nowej wersji Systemu. Obejmują m.in.:

1. Testy penetracyjne;
2. Testy podatności na luki;
3. Testy DOS, DDOS;
4. Analiza kodu źródłowego;
5. Zabezpieczenie przed utratą danych;
6. Audyt bezpieczeństwa.

W ramach testów bezpieczeństwa przeprowadza się analizę dynamiczną podatności występujących w Nowych wersjach Systemu wytwarzanych w ramach Umowy. Analiza dynamiczna będzie prowadzona z wykorzystaniem specjalistycznych narzędzi automatyzujących ten proces m.in. w zakresie:

1. aplikacji webowych: JSP, ASP, PHP
2. systemów operacyjnych, systemów zarządzania bazami danych: MS SQL, Oracle, serwerów WWW: IIS, Apache.

W ramach testów bezpieczeństwa przeprowadza się analizę statyczną kodu i sporządza się wyniki tej analizy.

Testy dymne

Jedna z Grup testów.

Testy pokrywające główne funkcjonalności Nowej wersji Systemu mające na celu potwierdzenie, że Nowa wersja Systemu realizuje kluczowe procesy biznesowe. Testy dymne wykonuje się przed przystąpieniem do właściwych testów w celu upewnienia się, że Nowa wersja Systemu jest gotowa do dalszych Testów.

Testy funkcjonalne

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań funkcjonalnych Nowej wersji Systemu. Obejmują m.in.:

1. Testy kompletności funkcjonalnej;
2. Testy poprawności funkcjonalnej;
3. Testy adekwatności funkcjonalnej.

Testy instalacji/konfiguracji

Testy polegają na sprawdzeniu kompletności instalacji Nowej wersji Systemu, zgodności przebiegu procesu instalacji z Dokumentacją Systemu oraz poprawności uzyskanej konfiguracji.

Testy integracyjne modułów

Jeden z Poziomów testów.

Testy wykonywane w Środowisku testowym Wykonawcy w celu wykrycia błędów występujących podczas współpracy między powiązanymi Modułami Systemu.

Testy integracyjne systemów

Jeden z Poziomów testów.

Testy wykonywane w Środowisku testowym Zamawiającego w celu wykrycia błędów występujących podczas współpracy między systemami powiązanymi z Systemem.

**Testy jednostkowe**

Jedna z grup testów.

Metoda testowania tworzonego oprogramowania poprzez wykonywanie testów weryfikujących poprawność działania pojedynczych elementów (jednostek) Systemu – np. metod lub obiektów w programowaniu obiektowym lub procedur w programowaniu proceduralnym. Testowany fragment Systemu poddawany jest testowi, który wykonuje go i porównuje wynik (np. zwrócone wartości, stan obiektu, zgłoszone wyjątki) z oczekiwanymi wynikami – tak pozytywnymi, jak i negatywnymi (niepowodzenie działania kodu w określonych sytuacjach również może podlegać testowaniu).

Testy łatwości utrzymania

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań w obszarze łatwości utrzymania Nowej wersji Systemu. Obejmują m.in.:

1. Testy kompilacji;
2. Testy instalacji;
3. Testy łatwości testowania;
4. Testy procedur administracyjnych.

Testy modułowe

Jeden z Poziomów testów.

Testy wykonywane w celu wykrycia błędów w pojedynczych Modułach Systemu. Testy obejmują całość określonego fragmentu Systemu/Modułu, mają na celu sprawdzenie czy System działa zgodnie z uzgodnioną specyfikacją wymagań dla poszczególnych Modułów, upewnienie się, że każda funkcja umożliwia realizację wszystkich dopuszczalnych akcji i sytuacji lub uniemożliwia realizację każdej akcji i sytuacji zabronionej.

Testy niezawodności

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań w obszarze niezawodności Nowej wersji Systemu. Obejmują m.in.:

1. Testy backupu;
2. Testy odtworzenia systemu;
3. Testy odtworzenia danych;
4. Testy awarii infrastruktury;
5. Testy procedur awaryjnych;
6. Testy odporności na błędy.

Testy otwarte

Jedna z Grup testów.

Testy wykonywane ad hoc w dowolnym czasie, bez formalnego uzgodnienia Scenariuszy testowych i wcześniejszego ich zaplanowania. W wypadku wykonania takiego testu jego przebieg należy dokumentować na formularzu Scenariusza testowego i Przypadku testowego.

Testy poinstalacyjne

Jedna z Grup testów.

Testy sprawdzające poprawność i kompletność instalacji i konfiguracji Systemu w środowisku. Jest to szczególny rodzaj testu dymnego.

Testy pozafunkcjonalne

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań pozafunkcjonalnych Nowej wersji Systemu. Obejmują m.in. następujące Typy testów:

1. Testy wydajnościowe;
2. Testy zgodności;
3. Testy użyteczności;
4. Testy niezawodności;
5. Testy bezpieczeństwa;
6. Testy przenaszalności;
7. Testy łatwości utrzymania.

Testy przenaszalności

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań w obszarze przenaszalności Nowej wersji Systemu.

Testy regresywne (regresji)

Jedna z Grup testów.

Testy wykonywane po wprowadzeniu zmian do Nowej wersji Systemu i przeprowadzeniu Retestów, mające na celu sprawdzenie, czy nowo wprowadzone poprawki nie zakłóciły wcześniej poprawnie realizowanych funkcji Systemu.

Testy systemowe

Jeden z Poziomów testów.

Testy wykonywane w Środowisku testowym Wykonawcy w trakcie produkcji Systemu przy możliwym udziale Zamawiającego lub w Środowisku testowym Zamawiającego. Celem testów jest sprawdzenie zgodności Systemu z wymaganiami.

Testy usług

Jeden z Poziomów testów.

Testy wykonywane w Środowisku testowym Zamawiającego sprawdzające poprawność działania usług biznesowych współrealizowanych przez System.

Testy utrzymania i rozwoju

Jeden z Poziomów testów.

Testy realizowane po uruchomieniu produkcyjnym Systemu w okresie Utrzymania i Rozwoju Systemu. Testy te zawierają między innymi testy regresywne.

Testy użyteczności

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań w obszarze użyteczności Nowej wersji Systemu. Obejmują m.in.:

1. Testy ochrony przed błędami użytkownika;
2. Testy zrozumiałości;
3. Testy łatwości użycia;
4. Testy łatwości nauki;
5. Testy zgodności ze standardami zachowania GUI;
6. Testy poprawności treści/tłumaczenia;
7. Testy estetyki interfejsu użytkownika.

Testy wycofania

Jeden z Poziomów testów.

Testy sprawdzające procedurę wycofania Systemu lub wersji Systemu z użytkowania oraz skutki wywierane na Powiązane systemy.

Testy wydajnościowe

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań wydajnościowych Systemu. Obejmują m.in.:

1. Testy czasu odpowiedzi – zweryfikowanie czy System spełnia wymagania czasu odpowiedzi (średniego, maksymalnego) przy określonym poziomie obciążenia;
2. Testy wykorzystania zasobów – zweryfikowanie czy System wykorzystuje zasoby (RAM, CPU, Przestrzeń, Sieć, itd.) równomiernie, proporcjonalnie, racjonalnie, zgodnie z założeniami i wymaganiami;
3. Testy pojemności – zweryfikowanie czy System pozwala na obsługę określonego wolumenu użytkowników i danych załadowanych do Systemu;
4. Testy obciążeniowe - zweryfikowanie zachowania się Systemu w typowych warunkach, potwierdzając tym samym prawidłową, stabilną pracę Systemu, z wydajnością nie mniejszą od oczekiwanej, zdefiniowaną w dokumentacji technicznej;
5. Testy przeciążeniowe - zweryfikowanie zachowania się Systemu w warunkach przeciążenia. Test zazwyczaj ma potwierdzić, że System zachowuje się stabilnie i nie doprowadza do utraty danych (niespójności bazy itp.) po przywróceniu jego poprawnego działania;
6. Testy stabilności - kontrola stabilnej pracy Systemu przez określony czas, np. 24 godzin przy określonym obciążeniu.

Testy wymagań

Jeden z Poziomów testów.

Testy weryfikujące poprawność, kompletność i spójność wymagań, w szczególności testy sprawdzające poprawność dokumentacji dotyczącej ww. zakresu.

Testy zgodności

Jeden z Typów testów.

Testy weryfikujące spełnienie wymagań w obszarze zgodności Nowej wersji Systemu. Obejmują m.in.:

Testy sprawdzające współdziałanie Platformy Programowej z Platformą Sprzętowo-Programową. Testy zgodności z konfiguracją stacji roboczych użytkownika.

Typ testów

Klasyfikacja testów ze względu na obszary wymagań.

Wyróżnia się:

1. Testy funkcjonalne;
2. Testy wydajnościowe;
3. Testy zgodności;
4. Testy użyteczności;
5. Testy niezawodności;
6. Testy bezpieczeństwa;
7. Testy przenaszalności;
8. Testy łatwości utrzymania.

U

Użyteczność Systemu

Cecha Systemu osiągana przez zaprojektowanie interfejsów w taki sposób, aby były intuicyjne, minimalizowały ilość kroków do wykonania w celu wywołania określonej funkcji, łatwe do zapamiętania, zapobiegające błędom Użytkownika, sygnalizujące Użytkownikowi błędy i wyświetlające podpowiedzi w celu ich usunięcia, spójne i zgodne ze standardami, czytelne, wykorzystujące prosty, zrozumiały język, konfigurowalne zgodnie z preferencjami użytkownika.

Użytkownik wewnętrzny

Funkcjonariusz celno-skarbowy, pracownik Krajowej Administracji Skarbowej, Ministerstwa Finansów, Krajowej Informacji Skarbowej, CIRF, zatrudniony w jednostkach Resortu finansów posiadający dostęp do Systemu i realizujący go z sieci wewnętrznej Resortu Finansów.

Uwagi do testów

Szczególny typ Zgłoszenia z testów obejmujący nieprawidłowości w Testaliach.

V

vCPU

(ang. Virtual Central Processing Unit). Procesor wirtualny – wirtualna centralna jednostka przetwarzania udostępniana maszynie wirtualnej przez warstwę wirtualizującą.

W

Webservice

Usługa sieciowa będąca składnikiem oprogramowania, niezależnym od platformy sprzętowej oraz implementacji, dostarczającym określone funkcjonalności. Zgodnie z zaleceniami World Wide Web Consortium (W3C) dane przekazywane są zazwyczaj za pomocą protokołu HTTP i z wykorzystaniem XML.

Wznowienie Testów

Kontynuacja wykonywania Testów po wcześniejszym ich Przerwaniu po usunięciu przyczyny Przerwania Testów.

Z

Zgłoszenie serwisowe

Poinformowanie Wykonawcy przez administratora Systemu lub innego przedstawiciela Zamawiającego poprzez System CSD, e-mail lub telefonicznie, o konieczności podjęcia przez Wykonawcę działań w celu usunięcia Błędu.

Zgłoszenie konserwacji

Poinformowanie Wykonawcy przez administratora Systemu lub innego przedstawiciela Zamawiającego poprzez System CSD, e-mail lub telefonicznie, o konieczności podjęcia przez Wykonawcę działań w zakresie wskazanym w pkt 5.4.3.

Zgłoszenie z Testów

Błędy, uwagi do Testów lub propozycję zmian odnotowane podczas Testów i zarejestrowane w Narzędziu do obsługi Zgłoszeń z testów.

# Przedmiot zamówienia:

## Zamówienie podstawowe:

1. Wykonanie przez Wykonawcę na rzecz Zamawiającego modyfikacji Systemu obejmujących swym zakresem

zapewnienie nowych oraz modernizację istniejących funkcjonalności Systemu ARI@DNA2 użytkowanego w KAS w liczbie nieprzekraczającej **2000 osobodni**, zgodnie z wymaganiami zawartymi w pkt 4.1., zwanych dalej: **Rozwojem na Zgłoszenie** albo **Rozwojem Systemu.**

1. Świadczenie Usługi Utrzymania Systemu zgodnie z wymaganiami zawartymi w pkt 5.

## Zamówienie z tytułu prawa opcji:

1. Zapewnienie nowych oraz modernizację istniejących funkcjonalności Systemu ARI@DNA2 użytkowanego w KAS w ramach **Rozwoju na Zgłoszenie**, w liczbie nieprzekraczającej **2000 osobodni**, zgodnie z wymaganiami zawartymi w pkt 4.1.;
2. Świadczenie Usługi **Utrzymania Systemu**, zgodnie z wymaganiami zawartymi w pkt 5.

## Terminy realizacji zamówienia:

1. W zakresie zamówienia podstawowego:
   * + 1. Rozwój na Zgłoszenie – przez okres **30 miesięcy** od dnia Przejęcia Systemu albo do wyczerpania liczby osobodni wskazanej w pkt 2.1.1;
       2. świadczenie Usługi Utrzymania Systemu – przez okres **30 miesięcy** od dnia Przejęcia Systemu.
2. W zakresie zamówienia z tytułu prawa opcji:
   * + 1. Rozwój na Zgłoszenie – od upływu okresu realizacji albo wyczerpania puli osobodni w zakresie zamówienia podstawowego w ramach Rozwoju na Zgłoszenie, nie dłużej jednak niż do zakończenia świadczenia Usługi Utrzymania Systemu w ramach zamówienia podstawowego lub prawa opcji (o ile została uruchomiona);
       2. świadczenie Usługi Utrzymania Systemu – przez okres **24 miesięcy** od zakończenia realizacji zamówienia podstawowego.

# Wymagania ogólne dla Rozwoju Systemu i Usługi Utrzymania Systemu.

## Zasady ogólne

1. Opis aktualnie użytkowanego w KAS Systemu ARI@DNA2 znajduje się w Załączniku nr 1 do OPZ. System ma zachować aktualne funkcjonalności, o ile Zamawiający nie wskaże inaczej.
2. Nowe wersje Systemu powstałe wskutek realizacji Rozwoju Systemu, mogą zostać zaimplementowane do środowiska produkcyjnego nie wcześniej niż od dnia Przejęcia Systemu przez Wykonawcę.
3. W terminie do 5 Dni roboczych od dnia zawarcia Umowy, w celu przygotowania się do Przejęcia Systemu, Zamawiający:
4. przekaże Wykonawcy w formie elektronicznej dokumentację Systemu;
5. zorganizuje spotkanie Zespołów Wykonawcy i Zamawiającego realizujących zadania w Systemie.

## Spotkania

1. Spotkanie, o którym mowa w pkt 3.1.3 ppkt 2), odbędzie się on-line za pośrednictwem aplikacji np. MS Teams.
2. W Okresie przejściowym Zamawiający przewiduje spotkania robocze z Zespołem Wykonawcy realizowane on-line, za pośrednictwem aplikacji np. MS Teams, mające na celu transfer wiedzy. Terminy spotkań będą na roboczo uzgadniane pomiędzy Stronami, przy czym Zamawiający przewiduje 1 spotkanie w tygodniu, trwające nie dłużej niż 2 godziny.
3. W okresie od zawarcia Umowy do zakończenia realizacji Usług Utrzymania, Zamawiający przewiduje spotkania z Zespołem Wykonawcy (Zamawiający każdorazowo wskaże temat spotkania w celu oddelegowania wymaganych osób z zespołu Wykonawcy) realizowane on-line za pośrednictwem narzędzia wskazanego przez Zamawiającego, np. aplikacji MS Teams. Terminy spotkań on-line będą na roboczo uzgadniane pomiędzy Stronami, w zależności od potrzeb, przy czym spotkanie będzie trwało nie dłużej niż 2 godziny. Planowane są 3 spotkania w kwartale. Zamawiający zastrzega sobie prawo do nagrywania przebiegu spotkań prowadzonych zdalnie - w takim przypadku przed rozpoczęciem nagrania przekaże informacje o tym fakcie, w celu otrzymania niezbędnych zgód od wszystkich uczestników spotkania. Wykonawca ma obowiązek sporządzania notatek podsumowujących spotkania, które przekaże Zamawiającemu w następnym dniu roboczym po spotkaniu. Treść notatki podlega akceptacji Zamawiającego. Notatki będą przechowywane w miejscu wskazanym przez Zamawiającego. Pliki z notatkami będą nazwane zgodnie ze wzorem: YYYY-MM-DD\_Temat spotkania.

## Dostęp do środowisk Zamawiającego

* 1. W terminie do 20 Dni roboczych od dnia zawarcia Umowy, Zamawiający zapewni zdalny dostęp do środowisk Systemu ARI@DNA2, tj. środowiska testowego, szkoleniowego i produkcyjnego, bez możliwości wprowadzania zmian w Systemie.
  2. Zamawiający udostępni Wykonawcy środowiska, o których mowa w pkt 3.3.1 na podstawie złożonych przez Wykonawcę wniosków dla członków zespołu Wykonawcy wskazanych imiennie wraz z podaniem zakresu zadań/funkcji członka zespołu Wykonawcy. Zamawiający rozpatrzy wnioski Wykonawcy w terminie do 5 Dni roboczych od daty złożenia wniosku.
  3. Zamawiający zastrzega sobie prawo do odmowy dostępu Wykonawcy do środowisk, w przypadku braku złożenia przez członka zespołu Wykonawcy oświadczenia o zapoznaniu się z Polityką Bezpieczeństwa Informacji Resortu Finansów, którego wzór określa Załącznik nr 5 do Umowy.

## Wprowadzanie Nowych wersji Systemu

1. Opracowana przez Wykonawcę Dokumentacja Systemu, w przypadku wytwarzania nowych elementów tej dokumentacji, musi uwzględniać wymagania Zamawiającego zawarte w Procedurze Wytwarzania Oprogramowania, która stanowi Załącznik nr 14 do OPZ. Zamawiający zastrzega sobie w okresie trwania Umowy prawo do zmiany wymagań, o których mowa w zdaniu pierwszym.
2. Realizacja każdej Zmiany wymaga przeprowadzenia analizy przez Wykonawcę wraz z Zamawiającym. W ramach analizy Zamawiający wymaga zorganizowania co najmniej jednego spotkania Wykonawcy z Zamawiającym, na którym Wykonawca ma obowiązek zaprezentować w stosunku do każdego wymagania w zakresie danej Zmiany sposób realizacji wymagania tak, aby Zamawiający mógł potwierdzić realizację celu biznesowego każdego wymagania. Analiza musi być podsumowana w formie notatki lub innego dokumentu, który będzie akceptowany przez Zamawiającego.
3. W przypadku, gdy w wyniku realizacji Umowy nastąpi modyfikacja lub wytworzenie nowej Dokumentacji, Wykonawca zobowiązany jest dostarczyć zmodyfikowaną lub wytworzoną Dokumentację zgodnie z wymaganiami jakościowymi opisanymi w Załączniku nr 4 do OPZ.
4. Zamawiający odpowiada za dostarczenie aktualizacji dla Platformy Sprzętowo-Programowej. Zamawiający w terminie do 7 dni przed planowanym terminem aktualizacji, przekaże Wykonawcy informacje o zakresie i terminie aktualizacji.
5. Wykonawca w terminie do 3 dni od dnia otrzymania informacji od Zamawiającego o planowanej aktualizacji, zgłasza uwagi lub ewentualne ryzyka wynikające z aktualizacji Platformy Sprzętowo-Programowej. Niezgłoszenie uwag w terminie oznacza brak zastrzeżeń do aktualizacji Platformy Sprzętowo-Programowej.
6. Wraz z dostarczeniem Nowej wersji Systemu, Wykonawca zobowiązany jest do umieszczenia w Protokole Odbioru Zmiany, który stanowi Załącznik nr 11 do OPZ, informacji o użytym oprogramowaniu w ramach rozbudowy Platformy Programowej.
7. Wykonawca będzie przekazywał Zamawiającemu elementy wytworzone w ramach realizacji Nowej wersji Systemu. Zamawiający ustali z Wykonawcą sposób ich przekazywania po zawarciu umowy.
8. Wykonawca zobowiązany jest każdorazowo wraz z Nową wersją Systemu dostarczać kod źródłowy Systemu, zgodnie z wytycznymi w zakresie wytwarzania oprogramowania i umieszczać go w postaci gotowej do złożenia przez Zamawiającego w repozytorium GIT (System Kontroli Wersji) dostępnego w sieci resortu finansów.
9. Wykonawca zobowiązuje się wersjonować (oznaczać) chronologicznie kolejne wersje Systemu, w przypadku wytworzenia nowych lub modernizacji istniejących funkcjonalności Systemu.
10. Wykonawca poinformuje Zamawiającego o zakończeniu realizacji Zmiany za pośrednictwem systemu CSD poprzez zmianę jej statusu na rozwiązane lub poprzez inny system udostępniony przez Zamawiającego lub za pośrednictwem poczty elektronicznej. Każda Nowa wersja Systemu podlega odbiorowi i akceptacji Zamawiającego. Zasady odbioru i akceptacji określono w Załączniku nr 5 do OPZ.
11. Wykonawca zobowiązuje się w terminie 10 Dni roboczych od zakończenia realizacji, rozwiązania, wygaśnięcia lub odstąpienia od Umowy, dokonać wraz z Podwykonawcami, trwałego usunięcia ze wszystkich posiadanych nośników: aplikacji, danych oraz udostępnionej przez Zamawiającego dokumentacji. Wykonawca zobowiązany jest w tym terminie przekazać Zamawiającemu Protokół potwierdzający dokonanie czynności, o której mowa w zdaniu poprzednim.
12. Zamawiający dopuszcza w każdym Okresie rozliczeniowym Okna serwisowe dla Systemu (rozumiane jako ograniczenie dostępności Systemu) w łącznym wymiarze nieprzekraczającym 12 godzin. Okno serwisowe możliwe będzie wyłącznie w trakcie weekendu (w okresie piątek 22:00 – niedziela 22:00) lub w dniach wolnych od pracy, w terminie uzgodnionym między Stronami, z co najmniej dwudniowym wyprzedzeniem i po uzyskaniu zgody Zamawiającego. W wyjątkowych sytuacjach, na wniosek Wykonawcy, możliwe jest uzgodnienie Okna serwisowego w innym terminie, za zgodą Zamawiającego.
13. Zamawiający wymaga, aby Wykonawca przy realizacji Usług Rozwoju tak projektował i realizował Zmiany, aby możliwe było odtworzenie z backupu Systemu ARI@DNA2, zgodnie z wymaganiami bezpieczeństwa, o których mowa w Załączniku nr 1 do OPZ, w czasie maksymalnie do 48 godzin.
14. Zamawiający wymaga, aby Wykonawca przy realizacji Usług Rozwoju projektował i realizował Zmiany, z uwzględnieniem wymagań opisanych w Załączniku nr 3 do OPZ – Architektura techniczna Systemu.
15. Zamawiający wymaga, aby Wykonawca przy realizacji Usługi Rozwoju i Utrzymania projektował i rozwijał System w obszarze API w oparciu o koncepcję tworzenia systemów informatycznych, w której główny nacisk stawia się na definiowanie usług realizujących wymagania użytkownika. W trakcie realizacji usługi do modelowania procesów biznesowych Wykonawca ma obowiązek wykorzystać m.in. notację BPMN. Dodatkowo System musi zapewniać interoperacyjność z innymi systemami administracji państwowej, za pomocą interfejsu integracyjnego w postaci web- serwisów, w celu wymiany komunikatów i danych. Do budowy komponentu musi być wykorzystany uniwersalny interfejs programistyczny (API). Wykonawca w ramach Usług Rozwoju i Utrzymania Systemu zapewni dokumentację API zawierającą opis formatu żądań i odpowiedzi wszystkich końcówek API wraz z przykładem użycia każdej końcówki. Zastosowanie technologii web-serwisów:
    * + - 1. pozwoli na współdziałanie programów napisanych w różnych językach i działających na różnych platformach,
          2. umożliwi użycie otwartych standardów i protokołów (SOAP, REST, WSDL) bazujących na zapisie zrozumiałym dla człowieka,
          3. pozwoli na integrację i wykorzystanie zasobów wielu systemów i instytucji.
16. Zamawiający wymaga, aby Wykonawca przy realizacji Usługi Rozwoju i Utrzymania uwzględniał zasady interoperacyjności semantycznej, organizacyjnej oraz technologicznej, z zapewnieniem zasady neutralności technologicznej. Wykonawca ma obowiązek uwzględniania implementacji struktur danych i ich znaczenia określonego w rozporządzeniu Rady Ministrów z dnia 12 kwietnia 2012 r. w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych (Dz.U. z 2017 r. poz. 2247). Nowe wersje Systemu muszą być:
17. neutralne technologicznie, tzn. dostęp do funkcjonalności wytworzonych w ramach Umowy nie będzie ograniczany wybraną technologią i będzie wynikać jedynie z potrzeb funkcjonalnych,
18. oparte na otwartych standardach,
19. przystosowane do uruchomienia na współdzielonej platformie wirtualizacyjnej,
20. oparte na modelu usługowym (funkcjonalności i inne elementy wytworzone w ramach Umowy oraz dane są dostępne dla innych systemów poprzez interfejsy – webAPI),
21. zapewniające reużywalność danych - dane do systemu będą wprowadzane jednokrotnie. Dane gromadzone w ogólnie dostępnych rejestrach będą wykorzystywane poprzez integrację komponentów SISC z tymi rejestrami,
22. zaopatrzone w mechanizmy typu SSO (Single Sign-On).

Interoperacyjność zostanie osiągnięta m.in. przez zastosowanie przy realizacji Umowy otwartych standardów i specyfikacji oraz technologii, zgodnie z założeniami KE oraz zgodnie z definicjami zaproponowanymi w Europejskich Ramach Interoperacyjności.

1. Wykonawca jest zobowiązany do realizacji Usług Rozwoju i Utrzymania Systemu w taki sposób, aby każda opcja konfiguracyjna, definiowalny parametr, definicja przebiegu, przełącznik oraz każdy inny element związany z konfiguracją Systemu, był możliwy do zdefiniowania przez administratorów systemu z poziomu GUI. Zamawiający nie dopuszcza umieszczania parametrów w kodzie programistycznym, bądź ich konfigurowania z poziomu bezpośredniego dostępu do serwera bazy danych, serwera aplikacji lub jakiegokolwiek komponentu innego niż GUI. Ponadto Wykonawca zapewni, w ramach realizacji Umowy, że Nowe wersje Systemu będą wykonane w sposób gwarantujący elastyczność przebiegów w ramach procesów i nawet dla przebiegów automatycznych musi istnieć możliwość manualnej zmiany statusu obsługi lub zdefiniowania innej ścieżki obsługi przez administratora systemu lub użytkownika o odpowiednich uprawnieniach z poziomu GUI.
2. Zamawiający wymaga, aby Wykonawca przy realizacji Usługi Rozwoju i Utrzymania tak projektował i budował Nowe wersje Systemu, aby:
3. Awaria Systemu nie powodowała utraty danych i utraty integralności danych,
4. Awaria któregokolwiek z elementów Systemu miała jak najmniejszy wpływ na funkcjonowanie innych elementów.
5. Do realizacji Umowy Zamawiający udostępni Wykonawcy System CSD, który Wykonawca ma obowiązek wykorzystać w zakresie i w sposób określony przez Zamawiającego. Szczegółowe zasady posługiwania się Systemem CSD, zostaną uzgodnione przez Strony po zawarciu Umowy.

## Testy bezpieczeństwa

1. Na każdym etapie realizacji zamówienia, Zamawiający zastrzega sobie prawo do przeprowadzenia testów bezpieczeństwa (samodzielnie lub przez podmioty trzecie), w szczególności po przeprowadzeniu migracji danych. O wyniku testów Zamawiający powiadomi Wykonawcę.
2. Wykonawca jest zobowiązany do usunięcia wykrytych w ramach przeprowadzonych testów bezpieczeństwa podatności, na podstawie Zgłoszenia serwisowego, w którym wykryte podatności zostaną zakwalifikowane przez Zamawiającego jako odpowiednia kategoria Błędu.

# Rozwój Systemu

## Rozwój na Zgłoszenie

1. Wykonawca zobowiązany będzie do realizacji Rozwoju na Zgłoszenie, w limicie nieprzekraczającym 2000 osobodni w ramach zamówienia podstawowego.
2. Rozwój na Zgłoszenie będzie realizowany na podstawie przekazanych przez Zamawiającego Wniosków Zmiany, poprzedzonych Zgłoszeniem Zmiany. Wzór Zgłoszenia Zmiany stanowi Załącznik nr 8 do OPZ, wzór Wniosku Zmiany stanowi Załącznik nr 9 do OPZ.
3. Zakres dokonywanych w Systemie Zmian wynikać będzie w szczególności:
4. z wymagań wynikających ze współpracy Systemu z innymi systemami;
5. ze zmian postulowanych przez Użytkowników wewnętrznych lub administratorów Systemu, związanych z koniecznością poprawy wydajności lub funkcjonalności Systemu;
6. ze zmian Platformy Sprzętowo-Programowej wykorzystywanej przez System.
7. Rozwój na Zgłoszenie może polegać w szczególności na:
8. zaprojektowaniu, budowie, testowaniu, migracji danych, wdrożeniu nowych funkcjonalności oraz modernizacji istniejących funkcjonalności Systemu,
9. aktualizacji Dokumentacji Systemu,
10. przeszkoleniu osób wskazanych przez Zamawiającego
11. modyfikacji procesów ETL zaimplementowanych w Systemie,
12. modyfikacji modeli danych zaimplementowanych w Systemie,
13. zaprojektowaniu i wytworzeniu procesów zasilania nowymi źródłami danych,
14. zaprojektowaniu i wytworzeniu modeli danych dla nowych źródeł danych,
15. dostosowaniu modułu StatHaZ do zmian wynikających ze zmian w systemach źródłowych i zmian prawnych,
16. modyfikacji procedur i mechanizmów archiwizacji i odtwarzania danych warstwy ODS dla zmodyfikowanych systemów źródłowych,
17. modyfikacji procedur i mechanizmów archiwizacji i odtwarzania danych warstwy analitycznej dla zmodyfikowanych systemów źródłowych,

Prace te mogą być zlecane rozłącznie.

1. Procedura zgłaszania zmiany rozwojowej – Zgłoszenie Zmiany
2. Zamawiający zgłasza zapotrzebowanie na usługę Rozwoju na Zgłoszenie przesyłając do Wykonawcy Zgłoszenie Zmiany za pośrednictwem systemu CSD lub poczty elektronicznej lub innego systemu Zamawiającego, z zastrzeżeniem ppkt 9).
3. Wykonawca na podstawie otrzymanego Zgłoszenia Zmiany, w terminie 10 Dni roboczych od przesłania przez Zamawiającego ww. zgłoszenia, uzupełnia Zgłoszenie Zmiany, zgodnie ze wzorem Zgłoszenia Zmiany, który stanowi Załącznik nr 8 do OPZ.
4. Jeżeli w ocenie Wykonawcy, do realizacji Zmiany niezbędna będzie rozbudowa Platformy Sprzętowo-Programowej, to Wykonawca jest zobowiązany wraz z uzupełnionym Zgłoszeniem Zmiany dostarczyć zaktualizowany Projekt Techniczny Systemu (PTS). Zamawiający dopuszcza aktualizację PTS na etapie ustaleń z Wykonawcą Wniosku Zmiany.
5. Zamawiający i Wykonawca uzgadniają istotne elementy Zgłoszenia Zmiany, w tym czasochłonność prac wyrażoną w osobodniach.
6. Zamawiający po otrzymaniu uzupełnionego przez Wykonawcę Zgłoszenia Zmiany i/lub PTS (o ile będzie niezbędny) oraz po przeprowadzeniu ustaleń z Wykonawcą (w formie wzajemnych uzgodnień):
7. przekazuje Wykonawcy informację o konieczności przygotowania Wniosku Zmiany do realizacji w kształcie ustalonym pomiędzy Stronami

lub

1. odstępuje od realizacji Zmiany.
2. Informacje, o których mowa powyżej, są przekazywane Wykonawcy za pośrednictwem systemu CSD, poczty elektronicznej lub innego systemu Zamawiającego.
3. Wykonawca przygotowuje Wniosek Zmiany, który następnie przekazuje Zamawiającemu do akceptacji. Zaakceptowany Wniosek Zmiany wraz z zaakceptowanym PTS (o ile jest konieczny), jest podstawą do realizacji opisanych w nich prac dotyczących Zmiany Systemu.
4. W przypadku zatwierdzenia przez Zamawiającego Wniosku Zmiany, Wykonawca zobowiązuje się wykonać Zmianę Systemu zgodnie z Wnioskiem Zmiany.
5. Zamawiający dopuszcza możliwość wprowadzenia modyfikacji do Wniosku Zmiany, za porozumieniem Stron, w szczególności w następujących przypadkach:
6. niezbędna jest zmiana terminu lub zakresu realizacji Zmiany zawartego we Wniosku Zmiany w sytuacji, gdy zmiana we Wniosku Zmiany wynika z konieczności dostosowania Systemu do integracji z innymi systemami lub usługami współpracującymi z Systemem i wyniknęła wskutek braku gotowości innych systemów lub usług do integracji. W takim przypadku termin realizacji lub zakres Zmiany ulega przesunięciu stosowanie do zmienionego terminu lub zakresu integracji i możliwa jest zmiana liczby osobodni określonych we Wniosku Zmiany w uzasadnionym przez Wykonawcę i uzgodnionym przez Zamawiającego i Wykonawcę zakresie wynikająca z tego dostosowania;
7. niezbędna jest zmiana zakresu lub terminu realizacji Zmiany zawartej we Wniosku Zmiany w sytuacji, gdy zmiana wynika z konieczności dostosowania Systemu do integracji z innymi systemami lub usługami współpracującymi z Systemem i wyniknęła wskutek zmian technicznych lub technologicznych integracji. W takim przypadku możliwa jest zmiana liczby osobodni określonych we Wniosku Zmiany, zmiana terminu realizacji w uzasadnionym przez Wykonawcę i uzgodnionym przez Zamawiającego i Wykonawcę zakresie wynikająca ze zmian w integracji o okres trwania przeszkody;
8. niezbędna jest zmiana zakresu Zmiany lub zmiana terminu realizacji Zmiany zawartego we Wniosku Zmiany z wyłączeniem zmian istotnych, tj. zmieniających charakter i cel Zmiany. W takim przypadku możliwa jest zmiana liczby osobodni określonych we Wniosku Zmiany o nie więcej niż 30% wartości pierwotnej danej Zmiany oraz terminu w zakresie niezbędnym do dostosowania do wprowadzonej zmiany;
9. niezbędna jest zmiana terminu realizacji Zmiany zawartego we Wniosku Zmiany, tj. terminu przekazania Zmiany z uwagi na okoliczności leżące po stronie Zamawiającego, np. związane z równolegle prowadzonymi przez Zamawiającego projektami mającymi wpływ na realizację Wniosku albo w związku ze zmianami okoliczności wynikającymi ze specyfiki działalności Zamawiającego albo niedostępnością infrastruktury, którą miał zapewnić Zamawiający albo niedostępnością personelu Zamawiającego albo w związku z podjęciem przez Zamawiającego decyzji o przeprowadzeniu przez osobę trzecią kontroli jakości i sposobu realizacji Umowy, w zakresie w jakim te przyczyny wymagają zmiany terminu zawartego we Wniosku Zmiany. W takim przypadku termin realizacji Zmiany ulega przesunięciu o czas trwania przeszkód uniemożliwiających realizację Zmiany przez Wykonawcę.
10. Wykonawca zobowiązuje się do prowadzenia rejestru Zmian w ramach Rozwoju na Zgłoszenie, w każdym Okresie rozliczeniowym. Rejestr, o którym mowa w zdaniu pierwszym, powinien zawierać co najmniej:
11. Krótki opis Zmiany;
12. Czasochłonność w osobodniach uzgodnioną z Zamawiającym;
13. Termin przekazania Zgłoszenia Zmiany;
14. Termin przekazania Wniosku Zmiany i jego numer;
15. Termin realizacji Wniosku Zmiany uzgodniony z Zamawiającym;
16. Rzeczywisty Termin realizacji Zmiany;
17. Łączną liczbę faktyczne wykorzystanych osobodni w ramach realizacji Umowy (suma dotychczas wykorzystanych Osobodni we wszystkich Okresach rozliczeniowych), w tym wykorzystanych w Okresie rozliczeniowym, którego rejestr dotyczy.

Wykonawca przekaże ww. rejestr w terminie 5 Dni roboczych od zakończenia każdego Okresu rozliczeniowego. W przypadku stwierdzenia nieprawidłowości, Zamawiający zwraca Wykonawcy rejestr w celu jego uzupełnienia lub poprawienia. Wykonawca usunie nieprawidłowości w terminie 2 Dni roboczych i ponownie przedstawi rejestr do akceptacji Zamawiającego.

1. Przewiduje się przeprowadzenie testów nowych i zmodernizowanych funkcjonalności Systemu przez Wykonawcę lub przez Zamawiającego. Rodzaje testów, sposób ich przeprowadzenia oraz podział obowiązków w tym zakresie, określa Załącznik nr 6 do OPZ. Wykonawca będzie przeprowadzał testy na środowisku Zamawiającego. .
2. Wymagania w zakresie wdrożenia nowych i zmodernizowanych funkcjonalności Systemu:
3. Procedura odbioru Nowych wersji Systemu zostanie przeprowadzona zgodnie z Załącznikiem nr 5 do OPZ.
4. Po odbiorze Nowej wersji Systemu przez Zamawiającego, Wykonawca przystąpi do jej wdrożenia. Zamawiający zastrzega sobie możliwość samodzielnego wdrożenia Nowej wersji Systemu w wyznaczonym terminie. W takim przypadku, Zamawiający może wymagać zdalnej asysty Wykonawcy, o czym poinformuje Wykonawcę nie później niż na 1 Dzień roboczy przed planowaną datą instalacji przez Zamawiającego.
5. Nowe wersje Systemu nie powodują niezamierzonych lub niezaakceptowanych przez Zamawiającego zmian w zakresie funkcjonalności, sposobu korzystania z Systemu, a także jego architektury oraz wpływu na funkcjonowanie usług biznesowych.
6. Kody źródłowe Nowej wersji Systemu spełniają wymagania określone w Załączniku nr 6 do OPZ. W ramach dokonywanego odbioru Nowej wersji Systemu przeprowadzone są przez Strony próby jej uruchomienia. Wymagania w zakresie aktualizacji lub wytworzenia Dokumentacji Systemu:
7. Wykonawca każdorazowo wraz z Nową wersją Systemu zawierającą nowe lub zmodernizowane funkcjonalności Systemu, zobowiązany jest dostarczyć zaktualizowaną Dokumentację Systemu.
8. Dokonując aktualizacji Dokumentacji Systemu Wykonawca może wykorzystać dotychczasową Dokumentację Systemu, która zostanie przekazana Wykonawcy przez Zamawiającego.
9. W przypadku konieczności wytworzenia nowych dokumentów w ramach Dokumentacji Systemu Wykonawca zobowiązany jest do wykorzystania szablonów dostarczonych przez Zamawiającego, w tym PWO.
10. Autoryzacja zmian Systemu wykonanych przez Zamawiającego lub podmioty trzecie
11. Zamawiający zastrzega sobie prawo do realizacji zmian Systemu samodzielnie lub z pomocą podmiotów trzecich. W takiej sytuacji, Wykonawca nie może odmówić świadczeń Usług Utrzymania Systemu w stosunku do takich zmian Systemu, jeżeli procedura poniżej wskazana, zakończyła się podpisaniem przez Wykonawcę Raportu Autoryzacyjnego.
12. W przypadku Autoryzacji Wykonawca otrzyma od Zamawiającego:
13. informacje o zakresie zmiany planowanej do instalacji w środowisku produkcyjnym, wraz z określeniem terminu planowanej instalacji;
14. kompletną Dokumentację zmiany wraz z kodami źródłowymi zmiany.
15. Wykonawca ma obowiązek w ramach Autoryzacji dokonać analizy przekazanych kodów źródłowych zmiany i dokumentów. Jeśli w ocenie Wykonawcy, dokumentacja zmiany jest niekompletna lub niezgodna z Procedurą Wytwarzania Oprogramowania Zamawiającego, Wykonawca ma obowiązek zgłosić uwagi Zamawiającemu, wskazując na konkretne braki lub niezgodności, w terminie nie dłuższym niż 3 Dni robocze od dnia ich przekazania.
16. W przypadku, gdy przekazana dokumentacja zmiany uzasadnia potrzebę wykonania dodatkowych testów, Wykonawca w terminie do 3 Dni roboczych od przekazania dokumentów i kodów źródłowych zmiany, może zgłosić konieczność ich przeprowadzenia na środowisku testowym. W takiej sytuacji, Zamawiający skieruje do Wykonawcy Wniosek Zmiany.
17. W przypadku przeprowadzenia testów, o których mowa w punkcie powyżej, wynik testów zmiany Wykonawca przedstawia Zamawiającemu w Raporcie Autoryzacyjnym. Wzór Raportu Autoryzacyjnego zostanie ustalony przez Strony.
18. Zamawiający zastrzega sobie prawo do udziału w testach przeprowadzanych przez Wykonawcę. Wykonawca ma obowiązek poinformowania Zamawiającego o terminie testów, co najmniej na 2 Dni robocze przed ich przeprowadzeniem.
19. Jeżeli Wykonawca nie zgłasza uwag do dokumentacji zmiany lub testy zmiany przeprowadzone przez Wykonawcę nie wykazały wystąpienia Awarii lub Błędów Blokujących, Wykonawca dokona Autoryzacji. Autoryzacja oznacza, że zmiana zostaje objęta Usługami Utrzymania z dniem wdrożenia przez Zamawiającego zmiany w Systemie. Wykonawca ma obowiązek podpisania Raportu Autoryzacyjnego w terminie do 3 Dni roboczych od dnia zakończenia testów, nie później niż w terminie wskazanym we Wniosku Zmiany.
20. Jeżeli Wykonawca zgłasza uwagi do dokumentacji zmiany lub testy wykazały wystąpienie Awarii lub Błędów Blokujących, Wykonawca jest zobowiązany niezwłocznie, lecz nie później niż w terminie 2 Dni roboczych od zakończenia testów i nie później niż w terminie wskazanym we Wniosku Zmiany, przekazać uwagi do Zamawiającego wraz z uzasadnieniem w Raporcie Autoryzacyjnym i odmówić autoryzacji zmian Systemu.
21. W przypadku odmowy autoryzacji, Zamawiający zapozna się z przyczynami odmowy sformułowanymi przez Wykonawcę w Raporcie Autoryzacyjnym i:
22. odrzuci uwagi zgłoszone przez Wykonawcę do dokumentacji zmiany, podając uzasadnienie i potwierdzi konieczność Autoryzacji albo
23. przedłoży Wykonawcy poprawioną zmianę w zakresie zgłoszonych uwag albo
24. uwzględni uwagi Wykonawcy i zrezygnuje z wprowadzenia zmiany do Systemu.
25. W przypadku, o którym mowa w ppkt 9 lit.a), Wykonawca jest zobowiązany do poprawienia Raportu Autoryzacyjnego i usunięcia zgłoszonych uwag w terminie 2 Dni roboczych od dnia przekazania informacji o odrzuceniu uwag przez Zamawiającego oraz dokonania autoryzacji zmiany.
26. W przypadku, o którym mowa w ppkt 9 lit.b), po przedłożeniu przez Zamawiającego Wykonawcy poprawionej zmiany w zakresie zgłoszonych przez Wykonawcę uwag, Wykonawca ma obowiązek dokonać autoryzacji zmiany w terminie 2 Dni roboczych od dnia przekazania przez Zamawiającego poprawionej zmiany.
27. Autoryzacja kończy się podpisaniem Raportu Autoryzacyjnego przez Wykonawcę.

## Wymagania w zakresie przeszkolenia

1. Przeszkolenia będą realizowane według zasad określonych w Załączniku nr 10 do OPZ.
2. Zamawiający będzie wskazywał każdorazowo konieczność przeszkoleń w ramach Zgłoszenia Zmiany.

# Świadczenie Usługi Utrzymania Systemu

## Zasady ogólne

1. Wykonawca jest zobowiązany do świadczenia na rzecz Zamawiającego Usługi Utrzymania Systemu.
2. W ramach Usługi Utrzymania Systemu Wykonawca zobowiązany jest do:
3. usuwania Błędów,
4. udzielania Zamawiającemu konsultacji,
5. konserwacji Systemu,
6. świadczenia wsparcia administratorom Systemu w zakresie czynności niezbędnych dla prawidłowego działania Systemu,
7. bieżącej aktualizacji Dokumentacji Systemu.
8. Usługa Utrzymania świadczona będzie dla wszystkich środowisk Systemu ARI@DNA2: produkcyjnego, testowego oraz szkoleniowego. Dla środowiska produkcyjnego usługa świadczona będzie przez 24 godziny na dobę, 7 dni w tygodniu, 365 dni w roku (366 dni w roku przestępnym). Dla środowiska testowego oraz szkoleniowego usługa świadczona będzie w Dni robocze, w wymiarze 8 godzin dziennie, w godzinach pracy Zamawiającego tj. od godz. 8:00 do 16:00.
9. Wykonawca zobowiązuje się w każdym Okresie rozliczeniowym, przez cały okres Utrzymania Systemu do utrzymania parametrów funkcjonowania Systemu dla środowiska produkcyjnego:
10. dostępność na poziomie nie niższym niż 98 %,
11. docelowy czas odtworzenia: 48 godzin, jednorazowa niedostępność Systemu nie przekracza 48 godzin.

W każdym Okresie rozliczeniowym Wykonawca zobowiązany jest utrzymać poziom dostępności Systemu na poziomie nie niższym, niż wskazany powyżej.

1. Wykonawca gwarantuje dostępność Systemu (rozumianą jako czas działania Systemu bez Awarii i Błędu Blokującego) na poziomie nie niższym niż 98% w Okresie rozliczeniowym.

Kalendarz dostępności: dla Systemu - 24 godziny na dzień, 7 dni w tygodniu, 365 dni w roku względnie (366 dni w roku przestępnym). Do gwarantowanego poziomu dostępności Systemu nie jest wliczana jego niedostępność wynikająca z przyczyn leżących po stronie Platformy Sprzętowo-Programowej Zamawiającego, w tym awarią łączy teletransmisyjnych, awarią sprzętu komputerowego, awarią zasilania lub brakiem danych niezbędnych do odtworzenia Systemu lub spowodowanych działaniem siły wyższej. Poziom dostępności Systemu obliczany jest wg wzoru:

(TD – Σ TN) / TD\*100% [%]

gdzie:

TD – określony w minutach czas dostępności Systemu w Okresie rozliczeniowym wynikający z Kalendarza dostępności Systemu po odjęciu uzgodnionych ograniczeń dostępności usługi (Okien serwisowych) oraz niedostępności wynikających z przyczyn leżących po stronie Zamawiającego oraz migracji danych,

Σ TN – suma czasów w minutach niedostępności Systemu w Okresie rozliczeniowym, gdzie czasem niedostępności Systemu jest czas, w którym w Systemie występuje Błąd w kategorii: Awaria lub Błąd Blokujący.

1. Wykonawca jest zobowiązany objąć Usługą Utrzymania Systemu każdą Nową wersję Systemu wytworzoną w okresie obowiązywania Umowy, wytworzoną lub zautoryzowaną przez Wykonawcę.

## Wymagania dotyczące Usuwania Błędów w ramach obsługi Zgłoszeń serwisowych

1. Zgłoszenia serwisowe będą dotyczyć:
2. środowiska produkcyjnego,
3. środowiska testowego,
4. środowiska szkoleniowego.
5. Zamawiający będzie przekazywał Zgłoszenia serwisowe do Wykonawcy za pośrednictwem systemu CSD udostępnionego przez Zamawiającego.
6. W przypadku niedostępności systemu CSD, Zamawiający zastrzega prawo do przekazywania Zgłoszeń serwisowych do Wykonawcy za pośrednictwem poczty elektronicznej. W takim przypadku, po przywróceniu działania systemu CSD, Zamawiający może uzupełnić rejestr Zgłoszeń serwisowych, które wystąpiły w czasie niedostępności, a Wykonawca ma obowiązek ich uzupełnienia.
7. Obsługa Zgłoszeń serwisowych dotyczących środowisk wymienionych w pkt. 5.2.1 polegać będzie na:
8. Wykonawca zobowiązany będzie do świadczenia usługi III linii wsparcia dla środowiska produkcyjnego Systemu ARI@DNA2 z wykorzystaniem systemu CSD dostarczonego przez Zamawiającego. Dostęp do systemu CSD dla operatora III linii wsparcia Wykonawcy możliwy będzie z sieci zewnętrznej INTERNET;
9. Wykonawca potwierdza przyjęcie Zgłoszenia w ciągu 30 minut od przesłania Zgłoszenia przez Zamawiającego w systemie CSD. W przypadku niedostępności systemu CSD, Wykonawca potwierdza przyjęcie Zgłoszenia za pośrednictwem poczty elektronicznej na adres e-mail wskazany w Umowie;
10. Zamawiający w Zgłoszeniu serwisowym każdorazowo dokona klasyfikacji Zgłoszenia serwisowego poprzez przypisanie mu jednego ze zdefiniowanych typów Błędów. W przypadku rozbieżności między Zamawiającym a Wykonawcą co do zakwalifikowania Błędu o określonym priorytecie, o ostatecznej klasyfikacji będzie decydował Zamawiający. Zamawiający może obniżyć kwalifikacje Błędu po przekazaniu Zgłoszenia serwisowego. Wówczas jednak czas na usunięcie Błędu nowej kategorii liczony jest od przekazania w systemie CSD pierwotnego Zgłoszenia serwisowego;
11. Wykonawca ma prawo do jednokrotnego wystąpienia o uzupełnienie/ sprecyzowanie Zgłoszenia serwisowego, wówczas czas oczekiwania na odpowiedź Zamawiającego zawiesza bieg terminów, o których mowa w ppkt 5) (zawieszenie Zgłoszenia w CSD). Wykonawca na każdym etapie ma możliwość wystąpienia do Zamawiającego o informacje dotyczące Zgłoszenia serwisowego, przy czym nie skutkuje to kolejnym jego zawieszeniem;
12. Wykonawca jest zobowiązany do usuwania zgłoszonych Błędów w określonych poniżej czasach liczonych od momentu przekazania Zgłoszenia serwisowego w systemie CSD przez Zamawiającego do momentu oznaczenia w systemie CSD Zgłoszenia serwisowego przez Wykonawcę jako rozwiązane:
13. dla kategorii **Awaria** w terminie nie dłuższym niż 48 godzin (dla środowisk testowych w terminie nie dłuższym niż 96 godzin roboczych) wraz z wdrożeniem rozwiązania usuwającego Awarię lub wdrożeniem w terminie usunięcia Awarii rozwiązania zastępczego wraz z procedurą opisującą sposób zastosowania tego rozwiązania, przy czym zmiany w Systemie zawarte w rozwiązaniu zastępczym nie mogą powodować żadnych ograniczeń funkcjonalności Systemu. W przypadku zastosowania rozwiązania zastępczego, Wykonawca zobowiązuje się usunąć Awarię nie później niż w terminie 10 dni od momentu dokonania Zgłoszenia serwisowego;
14. dla kategorii **Błąd Blokujący** w terminie nie dłuższym niż 72 godziny (dla środowisk testowych w terminie nie dłuższym niż 6 dni) wraz z wdrożeniem rozwiązania usuwającego Błąd lub wdrożeniem rozwiązania zastępczego wraz z procedurą opisującą sposób zastosowania tego rozwiązania, przy czym zmiany w Systemie zawarte w rozwiązaniu zastępczym nie mogą powodować żadnych ograniczeń funkcjonalności Systemu. W przypadku zastosowania rozwiązania zastępczego, Wykonawca zobowiązuje się usunąć Błąd nie później niż w terminie 10 dni od momentu dokonania Zgłoszenia serwisowego,
15. dla kategorii **Błąd Poważny** w terminie nie dłuższym niż 5 dni roboczych (dla środowisk testowych w terminie nie dłuższym niż 10 dni roboczych) wraz z wdrożeniem rozwiązania usuwającego Błąd;
16. dla kategorii **Błąd Średni** w terminie nie dłuższym niż 10 dni roboczych (dla środowisk testowych w terminie nie dłuższym niż 15 Dni roboczych) wraz z wdrożeniem rozwiązania usuwającego Błąd;
17. dla kategorii **Błąd Drobny** w terminie nie dłuższym niż 15 dni (dla środowisk testowych w terminie nie dłuższym niż 15 Dni roboczych) wraz z wdrożeniem rozwiązania usuwającego Błąd;
18. W przypadku rozwiązania usuwającego Błąd skutkującego zmianą kodu źródłowego lub zmianą funkcjonalności, Zamawiający wymaga dostarczenia przez Wykonawcę Nowej wersji Systemu. W przypadku, w którym w ramach rozwiązania Błędu Wykonawca wytworzy Nową wersję Systemu, jej odbiór następuje po wdrożeniu na System, zgodnie z zapisami dotyczącymi odbioru Zmiany albo Zadania opisanych w Załączniku nr 5 do OPZ:
19. Wykonawca wraz z rozwiązaniem Błędu uzupełnia w systemie CSD informacje dotyczące Zgłoszenia serwisowego zawierające co najmniej umiejscowienie Błędu (o ile dotyczy), sposób rozwiązania Zgłoszenia serwisowego, w tym określa, czy rozwiązanie jest Nową wersją Systemu, datę i czas wdrożenia rozwiązania oraz informację o zakresie aktualizacji Dokumentacji Systemu (jeśli dotyczy). Wykonawca oznacza Zgłoszenie serwisowe w CSD jako rozwiązane, jednocześnie wskazując, jaki rodzaj rozwiązania usuwającego Błąd wdrożył, wraz z opisaniem tego rozwiązania oraz podaniem elementów, o których mowa w Załączniku nr 5 do OPZ, w pkt 2 ppkt. 3 lit. a)-d). Zamawiający zastrzega, że termin na dostarczenie elementów wskazanych w Załączniku nr 5 do OPZ w pkt 2 ppkt. 3 lit. e) -h), jeżeli wymagane, związanych z usunięciem Błędu poprzez Nową wersję Systemu, nie będzie dłuższy niż 3 Dni robocze, liczone od oznaczenia przez Wykonawcę Zgłoszenia serwisowego w CSD jako rozwiązane. Wykonawca w dniu umieszczenia elementów wskazanych w Załączniku nr 5 do OPZ pkt 2 ppkt. 3 lit. e)–h), zobowiązany jest do poinformowania o tym fakcie Zamawiającego za pośrednictwem systemu CSD lub poczty elektronicznej;
20. Po weryfikacji rozwiązania Zgłoszenia oraz kompletności elementów wskazanych w Załączniku nr 5 do OPZ, w pkt 2 ppkt. 3 lit. e)–h) (jeśli dotyczy) oraz Dokumentacji Systemu (jeśli dotyczy), Zamawiający akceptuje i zamyka zgłoszenie w CSD. Gdy wdrożone rozwiązanie nie usuwa Błędu lub wdrożone rozwiązanie nie stanowi rozwiązania zastępczego (które umożliwia korzystanie z Systemu i jego funkcjonalności, ale nie powoduje usunięcia zgłoszonego Błędu), Zamawiający odrzuca rozwiązanie w CSD wraz z informacją wskazującą przyczyny odrzucenia. Czas, w którym Zamawiający weryfikuje rozwiązanie Zgłoszenia, nie jest wliczany do terminów usuwania Błędów;
21. W przypadku wdrożenia rozwiązania zastępczego, Zamawiający może uznać rozwiązanie zastępcze za rozwiązanie usuwające Błąd w sytuacjach, gdy łącznie są spełnione poniższe warunki:
22. jest zgodne z Dokumentacją Systemu,
23. przywraca prawidłowe działanie Systemu;
24. Czas na usunięcie Błędu liczony jest do momentu oznaczenia statusu Zgłoszenia serwisowego w systemie CSD jako rozwiązane przez Wykonawcę, tj. do momentu wdrożenia przez Wykonawcę rozwiązania lub Nowej wersji Systemu. W przypadku rozwiązania usuwającego Błąd w postaci Nowej wersji Systemu, stosuje się procedurę odbioru opisaną w Załączniku nr 5 do OPZ. W przypadku rozwiązania usuwającego Błąd w postaci innej niż Nowa wersja Systemu, Zamawiający zaakceptuje to rozwiązanie lub odrzuci zgłaszając jednocześnie uwagi do dostarczonego rozwiązania. W przypadku uwag Zamawiającego, Zgłoszenie serwisowe w CSD jest ponownie przekazywane do Wykonawcy (ponownie otwierane w CSD) przez Zamawiającego. Wówczas czas na usunięcie Błędu liczony jest od momentu przekazania przez Zamawiającego pierwotnego Zgłoszenia serwisowego do czasu ponownego oznaczenia przez Wykonawcę statusu Zgłoszenia serwisowego w systemie CSD jako rozwiązane. Procedura odbioru rozwiązania usuwającego Błąd innego niż Nowa wersja Systemu powtarza się do czasu usunięcia Błędu.
25. W przypadku wdrożenia rozwiązania zastępczego, Wykonawca jest zobowiązany do wdrożenia rozwiązania usuwającego Błąd nie później niż 10 dni od Zgłoszenia Awarii i Zgłoszenia Błędu Blokującego;
26. W przypadku dostarczenia rozwiązania usuwającego Błąd, poprzedzonego zastosowaniem rozwiązania zastępczego, stosuje się procedurę, jak dla rozwiązania usuwającego Błąd.
27. W ramach Zgłoszeń serwisowych Zamawiający może zlecić Wykonawcy konieczność wsparcia Zamawiającego przy odtwarzaniu uszkodzonego Systemu. Wykonawca zobowiązany jest świadczyć wsparcie aż do czasu przywrócenia pełnej funkcjonalności Systemu. Wsparcie Wykonawcy polegać będzie na samodzielnym wykonaniu przez niego niezbędnych czynności do odtworzenia Systemu lub przekazaniu Zamawiającemu sposobu wykonania tych czynności w formie szczegółowych opisów lub procedur.
28. W przypadku, gdy do usunięcia Błędu niezbędne będzie odtworzenie danych z kopii zapasowej, Wykonawca ma obowiązek niezwłocznie zgłosić taką potrzebę Zamawiającemu. Wówczas czas usunięcia Błędu ulega zawieszeniu do czasu odtworzenia przez Zamawiającego danych z kopii zapasowej. Zamawiający przekaże Wykonawcy informacje o odtworzeniu danych, wówczas odwiesza się czas usunięcia Błędu.
29. Jeżeli rozwiązanie Zgłoszenia jest niemożliwe ze względu na wadliwe działanie Platformy Sprzętowo-Programowej, Wykonawca ma obowiązek poinformować Zamawiającego o potencjalnym źródle Błędu. Wykonawca oznacza Zgłoszenie serwisowe jako rozwiązane. Zamawiający weryfikuje informację przekazaną przez Wykonawcę. Zamawiający zamyka Zgłoszenie lub przekazuje Zgłoszenie ponownie do Wykonawcy (otwiera Zgłoszenie w CSD). Wówczas czas na usunięcie Błędu liczony jest od momentu przekazania przez Zamawiającego pierwotnego Zgłoszenia serwisowego do czasu ponownego oznaczenia przez Wykonawcę statusu Zgłoszenia serwisowego w systemie CSD jako rozwiązane. Czas, w którym Zamawiający weryfikuje rozwiązanie Zgłoszenia, nie jest wliczany do terminów usuwania Błędów.
30. Wykonawca i Zamawiający zobowiązują się do wzajemnego przekazywania sobie niezwłocznie wszelkich informacji mogących mieć wpływ na realizację przesłanego Zgłoszenia serwisowego.
31. Wykonawca jest zobowiązany do prowadzenia rejestru czynności podejmowanych w ramach realizacji Zgłoszeń serwisowych, zawierającego co najmniej następujące informacje:
    1. data i godzina wysłania Zgłoszenia serwisowego;
    2. numer Zgłoszenia serwisowego;
    3. kategoria Błędu;
    4. typ środowiska, którego dotyczy Zgłoszenie serwisowe;
    5. data i godzina oznaczenia Zgłoszenia serwisowego przez Wykonawcę jako rozwiązane;
    6. czas, jaki upłynął od momentu przekazania Zgłoszenia serwisowego do Wykonawcy do oznaczenia Zgłoszenia serwisowego jako rozwiązane;
    7. status Zgłoszenia serwisowego, rozumiany jako: zamknięte, rozwiązane, w toku;
    8. oznaczanie Zgłoszeń serwisowych, dla których istniała konieczność przekazania Dokumentacji Systemu zaktualizowanej w związku ze Zmianą oraz terminu jej umieszczenia na zasobie wskazanym przez Zamawiającego - o ile dotyczy.
32. Wykonawca ma obowiązek oznaczania w CSD Zgłoszeń serwisowych, które stanowią powtarzające się Błędy, z których tworzona będzie automatycznie baza wiedzy w CSD, wykorzystywana przez I i II linię wsparcia.
33. Wykonawca zobowiązany jest do utrzymywania oraz uzupełniania Bazy Wiedzy dostępnej w CSD, w oparciu o podręcznik operatora III linii dostępny dla Wykonawcy po zawarciu Umowy.
34. Wykonawca zobowiązany jest do tworzenia w Bazie Wiedzy artykułów na podstawie najczęściej powtarzających się Zgłoszeń serwisowych oraz innych tematów mających wpływ na prawidłowe działanie Systemu.

## Udzielanie Zamawiającemu konsultacji

1. Wykonawca zobowiązany jest świadczyć konsultacje na rzecz Zamawiającego w Dni robocze, w godzinach 8:00-16:00, w sposób zdalny, za pośrednictwem poczty elektronicznej lub innych narzędzi np. aplikacji MS Teams.
2. Zamawiający zgłosi potrzebę konsultacji do Wykonawcy za pośrednictwem systemu CSD lub poczty elektronicznej. Wykonawca po otrzymaniu Zgłoszenia konsultacji ma obowiązek udzielić odpowiedzi Zamawiającemu w terminie 8 godzin roboczych. Zamawiający może określić dłuższy termin w Zgłoszeniu konsultacji. W Zgłoszeniu konsultacji Zamawiający określi ich przedmiot.
3. Wykonawca będzie zobowiązany do udzielania konsultacji dotyczących Systemu, w szczególności w następującym zakresie:
4. wykrywania przyczyn Błędów, w tym przyczyn Błędów powiązanych ze sobą,
5. tworzonych rozwiązań zmierzających do uniknięcia wszelkich przyszłych Błędów tego samego typu,
6. udzielania Zamawiającemu wsparcia w diagnostyce nieprawidłowości związanych z działaniem Systemu,
7. usuwania Błędów,
8. nowych funkcjonalności Systemu dostarczanych przez Wykonawcę,
9. wsparcia Zamawiającego w szkoleniu Użytkowników wewnętrznych, rozumiane jako dyspozycyjność konsultanta w trakcie trwania szkolenia, w celu omówienia przypadków zgłaszanych przez Uczestników lub prowadzącego szkolenie,
10. eksploatacji Systemu,
11. administrowania komponentami technicznymi Systemu,
12. baz danych i serwerów aplikacji,
13. współpracy Platformy Sprzętowo-Programowej z Systemem.
14. Wykonawca ma obowiązek zapewnienia konsultanta/konsultantów posiadających niezbędne kwalifikacje i odpowiednią wiedzę do przeprowadzenia konsultacji, zgodnie z zakresem tematycznym wskazanym przez Zamawiającego.
15. Konsultacje mogą odbywać się zdalnie z zachowaniem interaktywnej formy konsultacji - o ile jest to konieczne. Uczestnicy w czasie rzeczywistym muszą widzieć i słyszeć konsultanta, móc zadawać pytania i wyjaśniać wątpliwości. Konsultant musi udostępniać na bieżąco na ekranie materiały konsultacyjne, w szczególności niezbędną Dokumentację Systemu. Uczestnicy muszą również widzieć i słyszeć siebie wzajemnie. Zamawiający wymaga, aby konsultacje, zgodnie z wyborem Zamawiającego, zostały przeprowadzone z wykorzystaniem narzędzia MS Teams lub innego zapewnionego przez Wykonawcę.
16. Konsultacje będą prowadzone w języku polskim.
17. W ramach konsultacji Wykonawca zobowiązany będzie do prowadzenia na bieżąco rejestru, zawierającego co najmniej następujące informacje:
18. zwięzły opis przedmiotu konsultacji,
19. datę i godzinę Zgłoszenia konsultacji do Wykonawcy,
20. datę i godzinę udzielenia konsultacji,
21. opis udzielonej odpowiedzi.

Zamawiający może zgłosić uwagi do przekazanego przez Wykonawcę rejestru. Wykonawca zobowiązany jest uwzględnić uwagi Zamawiającego.

1. W ramach Usługi Utrzymania Systemu, w ostatnim Okresie rozliczeniowym, Wykonawca zobowiązany będzie przez Zamawiającego do transferu wiedzy kolejnemu wykonawcy Usługi Utrzymania Systemu stacjonarnie w siedzibie Zamawiającego lub w biurze lub zdalnie, w wymiarze 15 Dni roboczych, w zakresie niezbędnym do przejęcia przez niego kompetencji do samodzielnego utrzymania Systemu. Do transferu wiedzy, o którym mowa w zdaniu poprzedzającym, stosuje się odpowiednio postanowienia dotyczące konsultacji.

## Konserwacja Systemu

1. W ramach konserwacji Systemu Wykonawca zobowiązany będzie do:
2. analizowania przyczyn spadku wydajności działania Systemu poniżej poziomu określonego w Załączniku nr 1 do OPZ pkt. 11, a następnie eliminację tych przyczyn na podstawie zgłaszanych Błędów i konsultacji,
3. informowania Zamawiającego o nieprawidłowościach w działaniu Systemu wynikających w szczególności z: wadliwego działania sieci komputerowej (LAN/WAN), błędów systemów operacyjnych serwerów, błędów Oprogramowania gotowego będącego elementem Platformy Sprzętowo-Programowej, problemów leżących po stronie macierzy dyskowych, sieci SAN, o ile Wykonawca jest w stanie wykryć te nieprawidłowości. W przypadku gdy Wykonawca nie jest w stanie wykryć tej nieprawidłowości lub przyczyny jej wystąpienia, to wraz z Zamawiającym podejmuje proces diagnostyki do momentu określenia ww. nieprawidłowości.
4. niezwłocznego informowania Zamawiającego o nowych wersjach oprogramowania, w szczególności: Oprogramowania COTS, Free and Open-Source Software (FOSS), Free/Libre and Open Source Software (FLOSS), wersjach podwyższonych, wydaniach uzupełniających oraz poprawkach programistycznych i aktualizacjach w zakresie komponentów Platformy Programowej będących Oprogramowaniem COTS, FOSS, FLOSS wraz z analizą wpływu zainstalowania ww. elementów na działanie Systemu wraz z rekomendacją instalacji. W przypadku, gdy Zamawiający zdecyduje o instalacji, Wykonawca zobowiązany jest do instalacji w terminie uzgodnionym z Zamawiającym,
5. optymalizacji struktur przechowywania danych i optymalizacji dostępu do danych,
6. optymalizacji Systemu, w szczególności: kodu, parametrów, konfiguracji, a w przypadku ujawnienia Błędu lub rozwiązań optymalizacyjnych niezwłoczne zgłoszenie tego faktu Zamawiającemu za pośrednictwem systemu CSD,
7. dostosowania Systemu, przy uwzględnieniu także konieczności zmiany wersji komponentów Systemu, do nowych lub zaktualizowanych komponentów Platformy Sprzętowo-Programowej stosowanych w Systemie, wynikającego z:
8. instalacji, rekonfiguracji i aktualizacji oprogramowania systemowego, narzędziowego i aplikacyjnego,
9. instalacji poprawek dla oprogramowania systemowego, narzędziowego i aplikacyjnego,
10. instalacji i aktualizacji sterowników do zainstalowanych urządzeń lub podzespołów,
11. instalacji i konfiguracji podzespołów oraz urządzeń dodatkowych np. kart rozszerzeń, modułów usługowych, urządzeń zewnętrznych, itp., wspieranych przez przedstawiciela bądź producenta sprzętu,
12. rekonfiguracji systemów pamięci masowych w zakresie zmiany trybu pracy, organizacji przestrzeni dyskowej, udostępniania obszarów dyskowych do serwerów np. zmiana trybu RAID, zmiana numeracji LUN itp.,
13. wymiany komponentów sprzętowych, modułów lub podzespołów w związku z awarią lub uszkodzeniem,
14. modyfikacji konfiguracji sprzętowej,
15. przeniesienia maszyn wirtualnych na inny serwer fizyczny lub inną platformę sprzętową,
16. uaktualnienia oprogramowania wewnętrznego (tzw. firmware),
17. usuwania ujawnionych podatności bezpieczeństwa, w terminie wskazanym przez Zamawiającego.
18. przeniesienia Systemu na nową infrastrukturę w związku ze zmianą Platformy Sprzętowo-Programowej i uruchomienie na nowych blokach, nie częściej niż raz na 2 lata;
19. po każdych dwóch następujących po sobie Okresach rozliczeniowych liczonych od dnia Przejęcia Systemu, Wykonawca ma obowiązek dokonać przeglądu całej Dokumentacji Systemu oraz stanu Systemu i przekazać:
    1. ujednoliconą, aktualną Dokumentację Systemu;
    2. ujednoliconą, aktualną wersję Systemu rozumianą jako kody źródłowe.
20. Zmian konfiguracji konektorów do systemów źródłowych;
21. Wprowadzania zmian w procesach ETL wynikających ze zmiany długości lub typu pola w systemach źródłowych;
22. Analizy przyczyn braku danych lub ich powielenia (w odniesieniu do systemu źródłowego) oraz eliminację tych przyczyn,
23. Pozaharmonogramowego uruchamiania procesów ETL w terminach uzgodnionych z Zamawiającym w celu uzupełniania brakujących danych,
24. Wprowadzania doraźnych zmian konfiguracji związanych z poprawą wydajności systemu,
25. Analizy obciążenia Systemu w tym zarządzania użytkownikami w zakresie limitowania czasu realizacji zapytań.
26. Wykonawca zobowiązany jest do wykonania przeglądu, o którym mowa w pkt 5.4.1 ppkt 8), w terminie do 25 Dni roboczych po zakończeniu dwóch następujących po sobie Okresów rozliczeniowych. Przegląd nie może trwać dłużej niż 14 Dni roboczych. Wykonawca poinformuje Zamawiającego na co najmniej 5 Dni roboczych przed planowanym przeglądem, o terminie przeglądu. Zamawiający zastrzega sobie prawo uczestniczenia w przeglądzie. W szczególnie uzasadnionych przypadkach, na wniosek Wykonawcy lub Zamawiającego, dopuszcza się zawieszenie przeglądu, lecz przerwa nie może być dłuższa niż 14 Dni roboczych.
27. W przypadku zakresu wskazanego w pkt 5.4.1 ppkt 6, 7 i 9-14, Zamawiający przekaże Wykonawcy Zgłoszenie konserwacji za pośrednictwem systemu CSD lub poczty elektronicznej. Wykonawca po otrzymaniu Zgłoszenia konserwacji ma obowiązek wykonania czynności konserwacyjnych w terminie określonym w Zgłoszeniu konserwacji. W Zgłoszeniu konserwacji Zamawiający określi ich przedmiot i termin realizacji.
28. W przypadku czynności konserwacji Systemu, o których mowa w pkt. 5.4.1 ppkt. 3 -ppkt 14, które skutkują zmianą kodu źródłowego lub zmianą funkcjonalności, Zamawiający wymaga dostarczenia przez Wykonawcę Nowej wersji Systemu, a jej odbiór następuje zgodnie z zapisami dotyczącymi odbioru Zmiany albo Zadania z Załącznika nr 5 do OPZ.
29. Wykonawca ma obowiązek wykazywania w rejestrze czynności podjętych w ramach Usługi Utrzymania Systemu wszelkich czynności wykonywanych w ramach konserwacji Systemu, w szczególności podjętych z inicjatywy Wykonawcy. Wykonawca ma obowiązek wskazania daty realizacji czynności konserwacyjnych oraz przekazania Zamawiającemu opracowań i informacji w zakresie konserwacji, za pośrednictwem systemu CSD lub poczty elektronicznej.

## Bieżąca aktualizacja Dokumentacji Systemu po Zgłoszeniu serwisowym

1. W przypadku usunięcia Błędu, o ile taka zmiana będzie konieczna, Wykonawca zaktualizuje Dokumentację Systemu i przekaże ją Zamawiającemu w postaci elektronicznej, poprzez umieszczenie na zasobie wskazanym przez Zamawiającego, w terminie nie dłuższym niż 3 Dni robocze od oznaczenia Zgłoszenia serwisowego w systemie CSD jako rozwiązane.
2. Wykonawca fakt przekazania aktualizacji Dokumentacji Systemu odnotowuje w systemie wskazanym przez Zamawiającego lub zgłasza za pomocą poczty elektronicznej.
3. Wykonawca ma obowiązek przygotowania dwóch wersji Dokumentacji Systemu:

wersji w trybie rejestracji zmian (wprowadzone zmiany są widoczne i wyodrębnione);

wersji jednolitej - uwzględniającej treść Dokumentacji po zmianach.

1. Zamawiający zaakceptuje lub zgłosi uwagi do zaktualizowanej Dokumentacji przekazanej przez Wykonawcę za pośrednictwem systemu CSD lub poczty elektronicznej.
2. Wykonawca w terminie 2 Dni roboczych uwzględni uwagi Zamawiającego i przekaże poprawioną Dokumentację Systemu. W przypadku, gdy Wykonawca nie uwzględni uwag Zamawiającego w terminie, to uznaje się, że Dokumentacja Systemu nie została dostarczona w terminie, o którym mowa w pkt 5.5.1.
3. W przypadku bieżącej aktualizacji Dokumentacji Systemu po Zgłoszeniu serwisowym w pkt 4.1.5 , ppkt 13) lit. b) oraz lit. c) stosuje się odpowiednio.

## Rejestr czynności realizowanych w ramach Usługi Utrzymania Systemu

1. Wykonawca zobowiązany jest prowadzić rejestr wszystkich czynności realizowanych w ramach Usługi Utrzymania Systemu zgodnie z wymaganiami określonymi w:

pkt 5.2.9- dla Zgłoszeń serwisowych;

pkt 5.3.7 - dla Zgłoszeń konsultacji;

pkt 5.4.5. - dla Zgłoszeń konserwacji.

1. Rejestr, o którym mowa powyżej, stanowi załącznik do Protokołu Odbioru Usługi Utrzymania, który przygotowuje i przekazuje Wykonawca.

# Załączniki do OPZ:

Załącznik nr 1 - Opis Systemu ARI@DNA2;

Załącznik nr 2 – Wzór formularza uwag do Zmiany;

Załącznik nr 3 - Architektura techniczna Systemu;

Załącznik nr 4 - Wymagania jakościowe dla Dokumentacji;

Załącznik nr 5 - Procedura odbioru przedmiotu Umowy;

Załącznik nr 6 – Zasady przeprowadzania testów

Załącznik nr 7 - Protokół przejęcia systemu;

Załącznik nr 8 - Wzór Zgłoszenia Zmiany;

Załącznik nr 9 - Wzór Wniosku Zmiany;

Załącznik nr 10 - Przeszkolenia;

Załącznik nr 11 - Protokół Odbioru Zmiany;

Załącznik nr 12 - Protokół Odbioru Rozwoju Systemu;

Załącznik nr 13 - Protokół Odbioru Usługi Utrzymania;

Załącznik nr 14 - Procedura Wytwarzania Oprogramowania;